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Abstract: The signature has been crucial tool for authentication of any specified person. In the current era, it has 

been instrumental in the checking out the forgery and frauds. The whole of the database is secured online through 

digital signature and other biometrics. However, the stat says that the banks and the other financial institution faces 

the signature verification problems on the cheques, DDs, and other documents. So, the offline signature verification 

is indispensable equipments for countering the fakes and other forgery. This means that the signature as a proof of 

declared test signature template. Euclidian distance in the feature space between the claimed signature and the 

template serves as a measure of similarity between the two. If this distance is less than a pre-defined threshold 

(corresponding to minimum acceptable degree of similarity), the test signature is verified to be that of the claimed 

subject else detected as a forgery. This paper presents a method Offline Signature Verification using a set of simple 

geometric features based. The features that are used are Baseline Slant Angle, Aspect Ratio, Normalized Area, 

Center of Gravity and the Slope of the line joining the Centers of Gravity of two halves of a signature image.  
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1. Introduction 

The character identification and signature recognition, 

Since  signature are seldom not able to read, and it is an 

image only that person style writing by represent some 

curve. Like as symbol handwritten signature is a 

particular case .Hence this prudent and essential pixel 

processing and signature Whole picture of unique 

allocation on top of that singular style of writing, other 

hand a group of letter and word. The Signature image is 

example of individual way of people‟s handwriting, 

Which is commonly known as graphometary. At the 

same time a prudent processing needs should be there 

which can form an espousal of this automated system 

feasible. It is a unique feature that aids the signer to 

demonstrate its identity and also on the other hand help 

signer to act on sign documents as acceptance of its 

items, the subject and assembling of documents is 

private and finished at time it was given. Some Indian 

Banking Institute never spirited attempts to check 

client's signatures over cheque. When cheque of 

customer by ping bank is steal offender go on 

expending bender. At early on step fakes passed by 

many problems to duplicate customer signature. 

An outcome good value forgery formed. All these kind 

of signature are called skilled forgeries. In many cases 

even expert cannot detect. Progressively fakes sign 

cheque which has more worth fewer problems occur in 

forgery customer signature probably little blank cheque 

had been sold by fake. Everyone wanted to know that 

the contract is signed by whom, and if wanted to check 

either or real not crime .Digital signature can be 

detected  by using application by an every way .Most 

commonly accepted is handwritten signature substation  

is widely private quality From the time when 

authorization an constant of symbolism mainly in the 

path of bank cheques and credit cards handwritten 

signature had been the goal of scam Hence personal 

identification and treatment demand is increasing fast , 

Much clearly an automatic signature of design 

challenge face. From an early age any patter can be 

identified by children .They are able to classify objects 

of various shapes. By every intelligent capacity pattern 

identification can be find .which ever until to which a 

name can be given is called pattern for example 

handwritten figures or fingerprint .This entity is refer as 

classes handwritten figures. Humans are best pattern 

identifier because they are able to do decision .If human 

would lack with the ability tom recognized fakes, world 

would be a different place, Reason for pattern identity 

organization is use to mechanically categorize pattern, 

which signify. Pattern to class .whatever human quality 

recognizing pattern is much good than of computers 

.Till many real life incident where machine 

identification is much better and easier.  In such type 

also contain screening of bank cheque. 

 2.  Literature Survey 

Last some decode, huge worth of work had to do the 

fields which is confirmation of offline signature. Last 

few articles gave through Doorman, geo and Rosenfeld 

of 2001 consist great description of last works. Art 
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through 1993 till 2000 had talked with paper through 

shear and Plamondon (2000).time period of 1989 to 

1993 enclosed with Plamondon and Leader (1994), 

previous years 1939by plamdondom also Loretta. Over 

other surveys is issue through plamdondom, savoring 

and Loretta in 1992. Official assessments of 

confirmation of online are to do by McCabe and yurt in 

1993. This consist just early works in offline cases. 

Feature Extraction: Similar extraction way feature is 

use of system developing in this presentation. Images 

process and features removal consist huge. Discrete 

Random Transform total with every image of signature 

get in various angles. DR turns a like for Hough 

transformation .Later images process, projection consist 

of vector feature in like series observation .All purpose 

is distinguish like universal feature like it is sub-store or 

undrawn levels. Template match is oldest of and very 

easy method, of by pattern confirmation classes patterns 

templates or prototypes can a present .All kind pattern 

prototype can an images or graph. 

Most familiar DTW, Offline signatures confirmation 

match way .Even one old and simpler technique also 

more system hill uses way. 

Verification: Stated test by singular writer signature 

belong, firstly series observation remove also signatures 

models related and later normal for recompense to 

changement for writer signature. Approx. disparity of 

writer signature could do with match of signature 

writers signature could do with match of signature 

training by model signature of writer. 

 

3 Problem statement 
3.1 Image processing and feature extraction   

We define in this chapter, DTW and HMM system 

development of the article remove by real image 

signature feature vector ZERIES. Feature remove 

method, those both system is alike but varies at every 

observation sequence alignment for DTWC system 

remove. By reference serves or sense, to sure rotation 

invariance. For HMM base system this alignment is not 

needed. The reference series, like every template 

corresponds author signature for system using DTW. 

3.2 Feature extraction  

To get initial observation sequence from the real 

signature image using same feature extraction algorithm 

of the developed based DTW and HMM base system. 

By HMM model every writers signature is presented in 

HMM based system. 

Every initial observation sequence have rotation 

invariance constituting due to hidden models are in 

good manner said corresponding signature. No required 

to do treatment more. Preventative of every writer 

signature with single observation sequence, that serves 

like another hand Dalton based system. With the author 

of reference sequence and every initial observation 

sequence to know in the corresponds signature image is 

alignment rotation Order. 

3.3 Neural network 

Easy and impassive path of working within comparable 

is called Neural Network. Genetic nervy method 

introduced this method. It is obvious that network task 

was asked by the associates aimed fundamental, by 

scrubbing a worth of association in between 

components. Neural Network is dictated by use, 

generally every Neural Network is to be accustomed, 

and passed as result in order that „choosy‟ feed in single 

production. Like this state is being shown in fig3.4. 

Goal set are again owned in to like the production till 

the aim and production established on similitude is not 

oriented to instruct a network. 

 Neuron Model  

The Biological Neuron: 

1. Neural network shut off intelligence by reading. 

2. Neural network intelligence has an innermost 

connection benefits just as synaptic weighed.  

A many of main portion of human being intellect was 

an explicit kind until, offers all of us by might to 

memorize, faith to put before participation to us each 

big idea 10000 various neurons are established by cell 

neurons. Ability of understanding comes by the number 

of main constituents‟ and multiplied associates in 

between these. Whole actual neurons have four main 

parts‟ that are dentures, soma, axon and synapses. The 

figure shows an easy of four constitutes bonding with 

biological neurons. 

4. Implementation 

4.1 Collection of Data Set 

Linear interpolation is used for this purpose and only 

those who will coordinate " pen - down " in this way are 

connected to the pair belong to the same segment. 

These coordinates are then so that these coordinates are 

then normalized coordinates CNN rescaled to reach the 

500 range , while the signature of the local system is the 

system The data set includes five hundred signatures 

from hundreds of authors and different from the other 

data set in the sense that initially attracted the signatures 

of different Writer. Each of these points shows contains 

information about the position of the pen tip and the 
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pressure of the pen. The static signature images are 

constructed from these data using only the position of 

the pen tip, the x and y coordinates, for those sample 

points for which the pen pressure is zero 

4.2 Proposed Algorithm 

Step1. Read The Image Sample 

Step2. Apply the Pre-processing method for removing 

the noise and find the binary form of the image 

Step3. Apply the Thinning method for removing the 

pixel gap 

Step4. To get the image in segmentation of image 

Step5. Apply IDWT transform and get all four profile 

components of image 

Step6. Apply IDWT using Vertical, Horizontal and 

Diagonal component to get the image 

Step7. Apply Random transform from 0 to 179 degree 

on the image. 

Step8. Take maximum value at each angle. 

Step9. Hence a feature vector of length 180 is obtained. 

Step10. Use Classification technique  

 

 

Figure 4.1 Cropped Image of Genuine Signature of 

different Writer 

 

Figure 4.2 Cropped Image of Fake Signature of 

different Writer 

Some Snapshot of the MATLAB are shown below: 

 

Figure 4.3 

Neural Network Training 

 

Figure 4.4 

5 Results 

Misidentified as Genuine Signature 

Class KNN FITNET FFN 

1 1 4 1 

2 2 13 2 

3 3 5 2 

4 4 4 14 

5 4 4 14 

6 7 5 7 

7 8 11 8 

8 9 5 9 

9 4 4 4 

10 4 4 14 

11 12 3 53 

12 4 4 14 

13 14 5 14 

14 15 15 15 

15 16 19 16 

16 17 23 17 
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17 4 4 14 

18 4 4 14 

19 4 4 14 

20 21 7 21 

21 4 4 14 

22 4 4 14 

23 4 4 14 

24 4 4 14 

25 26 5 26 

Table5.1 

Initially results of KNN are considered, In case of 

confusion it was compared with FITNET. KNN 

misclassified the 8 samples which were correctly 

classified by FITNET. Therefore the False Negative 

ratio was decreased to 5/26. Hence an overall accuracy 

of 91% was obtained given the limited number of 

samples in test. 

Misidentified as Fake Signatures 

Class KNN FITNET FFN 

1 1 9 10 

2 2 2 0 

 3 3 9 4 

4 4 16 15 

5 4 16 15 

6 4 9 10 

7 7 7 9 

8 8 11 8 

9 9 17 10 

10 4 16 15 

11 4 16 15 

12 12 12 11 

13 4 16 15 

14 14 11 7 

16 15 15 12 

17 16 15 31 

18 17 17 28 

19 4 16 15 

20 4 16 15 

21 4 16 15 

Table5.2 

6 Conclusion And Future Scope 

The proposed system best describe the identification of 

real signature as well as the difference between the real 

and fake signature. At the time of testing same 

algorithm was take in use to get results of KNN, 

FITNET and feed forward net. I observed that from 

training data and test data is very less neural network do 

not work properly(from it needs really good data around 

1000+ for each 100 test data). Feed forward having lots 

of fake negative calls, so in accordance to majority 

voting, I take use of a new algorithm. Which take it in 

to account the dependability of v the classifiers? The 

system can be implemented online in the future. In the 

coming time the system can also be E-commerce. The 

system implemented currently verifying the signature in 

offline mode. But the proposed system can be used to 

verify the signature in online mode.  
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