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Abstract  

A concept of this paper implements an 

algorithm of Discrete Wavelet Transform (DWT) on 

digital watermarking based. Here the wavelet 

transform based fragile watermarking scheme is 

presented, according to the characters of human 
vision and its performance on lossless compression of 

digital images and videos. In our approach we 

choose the different size of the videos and different 

size of the hidden messages. This DWT notation hides 

the information in one or lowest bit-plane (s) of the 

coordinates on the LL frequency sub bands. It could 

realize DWT wavelet transform, which has broad 

potential applications. The paper analyzes Mean 

Square Error (MSE) and Peak Signal to Noise Ratio 

(PSNR) values for DWT algorithm. The DWT wavelet 

could improve the processing speed and preserve 
memory. 
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I. INTRODUCTION 

 

In this report, we introduce the basic idea 

behind the Video Watermarking [1], in earlier papers 

for video watermarking as a branch of information 

hiding, digital watermark technology pays more 

attention by the researchers [2]. There is a lot of 

secure technologies on watermarking for image, 

audio and videos has been projected. With DCT, 

DFT, and DWT [5,6,7] video watermarking methods 

concentrated on frames as isolated images, that has 
been derivative from digital image watermarking. 

The first host video progression is divided into video 

shots using neural networks and that will be split into 

frames. More or less of video shots are arbitrarily 

chosen to implant the watermarks [3]. A moment 

ago, approaches paying attention on the data of 

discrete wavelet transform has been the tendency. 

Watermarking by means of Integer Wavelet 

Transform using lifting scheme were introduced [11]. 

In video watermarking, 3-D transform has been 

broadly utilized, like 3D DWT [4, 5], 3D-DCT [6] 

and 3D-DFT [7]. The combined DCT/DWT and SVD 
watermarking approach is being suggested [8]. Every 

method mentioned above for video watermarking are 

varied, even so, that are essentially dissimilar due to 

the dispute among the objects and the methods of 

detection. The methods of video watermarking can be 

separated into two cases based on the aims: 1. Multi-

bit embedding and 2. One-bit embedding. Our 

proposed method we used multibit embedding [25]. 

The former is embedding process, while we do the 

waretmark embedding remember as the video 

authentication, copy control, and copyright protection 

[15]. The identifier wants to make whether the result 
on the watermark is entrenched or none. For 

detection process, the earlier needs the unique video 

in the recognition process, at the same time as the 

later does not. The extraction of data is latter, as like 

the concealed connections and information hitting 

[23]. The sensor wants to confirm each and every bit 

to faciliate in the video and after that render the entire 

communication. Likewise, for the recognition types, 

watermarking be able to sort out into blind and non-

blind methods [25]. The paper reports an offer that 

video watermark recognition technique on the basis 
of 2D-DWT for embedding the multi-bit with blind 

recognition, which presses down the quality of video 

poorly, particularly in several high quality conditions. 

The concept shows that the coordinates in low 

occurrence group of DWT transform are almost 

orthogonal to normally-distributed watermarks, so 

that will formulate the use of this possessions to 

attain high quality picture in the direction of extra 

necessities for video watermarking [22]. The 

remaining part of this paper is ordered as follows. In 

section 2, have a detailed review of the Concept of 

watermarks an Discrete wavelet transforms. In 
section 3, the detection and embedding is presented. 

In detail the experimental results are discussed in 

Section 4. Finally in Section 5, adds up conclusion. 
 

 

II. BASIC CONCEPT OF WATERMARKING 

AND NEED FOR DWT 

 

The digital multimedia technologies has 
accentuate by increasing the amount of applications 

to multimedia data by making the availablity of 

copyright protection. A digital watermark can be 

well-known as a visible or as indiscernible 

identification code that is embedded permanently 

with the data [25]. It implies the present data that 

remains present after the process of decryption [8,9]. 

A common description can be given as : "Thrashing 

of a secret communication, data or image with an 

normal message that is either image, Audio or Video 

and the extraction of it at its destination”. The 

watermark can be done by initially the method used 
Least Significant Bit (LSB). The simplest method in 
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digital watermarking on geographical domain, is the 

two dimensional array of pixels in the image on 

container to grasp a secreted data using LSB method 

[10]. This method have images or corresponding data 

each pixel least bit can be taken and embedded the 

information into that. For recovering the information, 
the reverse process will suffice. This is the very 

simple method and attacks can occur very easily. 

Limitations of this method are relatively 

straightforward, lacks the essential requirements that 

required for every applications of watermarking. The 

following method is DCT, it encourages the image to 

split into dissimilar regularity sets, that makes it 

easier to enhance watermark data content into the 

central point regularity bands of an image [11]. The 

central point regularity bands are selected so that they 

can avoid or minimize the majority visual parts of the 

image (low regularity) with no over-revealing 
themselves to eliminate through noise attacks and 

compression [12]. The essential method in DWT for 

single dimensional signal is the following that 

separates section into two, typically low and high 

frequencies [13]. The edge mechanism of signal are 

very large to the high regularity part. The 

representation of low regularity section on two 

regions of high and low frequencies are given in 

figure 2.1. An arbitrary bit of times procedure carries 

on ordinarily set by the appliance at hand. The first 

part on watermarking process is the encoder. By 
using first resolutions of Haar wavelets at first level 

decomposition, the foremost measure is to break 

down the picture into four regularity bands. In the 

second level by using second resolutions of Haar 

wavelets, decompose an Image into seven regularity 

bands. The next procedure is to sum the coefficients 

of the Low frequency bands. Multi resolution 

characteristics and hierarchical are the major 

advantages of DWT watermarking method. 
 

LH2 HH2 

HH1 

LL2 HL2 

LH1 HL1 

 

Fig 1: Level-2 Decomposed Image of Wavelet 

representation in LL in LL2 in LH3 & HL3 

 

With DWT, the boundaries and texture are 

normally in the high regularity sub bands such as LH, 

HL and HH etc. The images having large frequencies 

band usually indicate edges. The watermarking 

technique is vigorous to wavelet transforms based on 

image and video compressions and also to additional 

ordinary image distortions such as half toning, 

rescaling/stretching and additive noise [17]. This 

addes an additional advantages by implementing 

DCT.  
 

III. WATERMARK EMBEDDING AND 

EXTRACTION 

 

A. Embedding Algorithm 

The embedding procedure can be described 

in the following steps: 
a) Converting the exact video into frames. 

b) Create empty frames and copy video frames into 

movie structure. That RGB color images are 

converted to YUV color image. The Y represents 

the luminance value of the color, while the U and 

V mechanism determine the color itself (the 

chroma). 

c) Read the secret(hidden) message and convert into 

binary format. 

d) Computes the estimate coefficients with the help 

of wavelet decomposition of the input matrix X 

on cA matrix and detailed coefficients are cH, cV, 
and cD matrices (horizontal, vertical, and 

diagonal; respectively).  

e) For the known video, size (LL21) = 72x88... The 

secret image should be weakened into 8 blocks of 

this size. Thus, the chosen secret image is of size 

99x512 (This is 8 times the LL21 frame size). 

This must be interchanged according to the 

picture size.  

f) MSE  = abs((1/(vidH*vidW))*(sum(sum(Yorg - 

Yf_out)))); 

g) PSNR = 10*log ((255*255) /MSE); 
only the Y frames of the YUV image is viewed. Here 

the PSNR values, in the current configuration, will be 

higher values. Higher PSNR suggests a higher 

imperceptibility. Which means that, if x is decreased 

from 10 to 0.1, PSNR will increase from ~118 to 

~165. However, when Yf_out is tampered with 

(attacked), PSNR will be lower because the MSE will 

increase. 

h) Convert embedded frame back into RGB (for 

screening purposes) 

i) Yorg = zeros(vidH,vidW,nFrames) 

Yf_out = zeros(vidH,vidW,nFrames) 
j) Perform IDWT  to regenerate the watermarked 

image 

 

B. Steps to be embedded 

1. In this watermark embedding process the original 

video is split as frame by frame. 

2. The RGB color image is converted to YUV 

image. 

3. The secret key image changes to binary values. 

4. Black and white image is embedded with Y 

frames. 
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Fig 2: Flowchart for watermark embedding 

 

C. Reconstruction Algorithm 

To retrieve the watermark, the following 

steps are taken: 

a) Manipulated the frames decompose into two level 

wavelet transformation.  

b)  wMark(i).cdata = 

t_extract(Yf_out(:,:,i),Yorg(:,:,i),x,[wmh wmw]); 

c) The watermarked image is stored in cdata. 

Extraction is done utilizing the Y frame of the 
YUV converted watermarked video. This frame is 

already saved in the Yf_out variable and therefore 

used directly. A Convert back the watermarked 

image to vectors similar result can be observed by 

converting RGB variable frames one by one into 

YUV and taking the Y frame as the watermarked 

frame. Likewise, the original Y frame is stored in 

the Yorg variable. Those two are used as inputs to 

the extractor. 

d) W = [W reshape(W_ims(:,:,i),1,h*w)] 198x256 

are the original dimensions of the input picture. 

The watermarked vector is reshaped to match the 
same pattern. 

e) Regress back the watermark vector to watermark 

image. 

 

 

 

 

 

 

 

 
 

 

 

 

 

 

 

Fig 3: Flow chart for watermark extraction 

1) Steps to be extracted 

1. Read the original video frame by frame. 

2. Read the watermarked video frame by frame. 

3. Convert both RGB color images into YUV 

images. 

4. Compare Y frame for both images. 

5. Eventually we will acquire the hidden message. 
 

IV. EXPERIMENTAL RESULTS AND 

ANALYSIS 

For testing the functioning of this algorithm, 

the experiments is simulated with the MATLAB [14]. 

In the following experiments, the RGB video with a 
size of 1.78 MB is used as host video to embed 

watermark. In that video the total frames are 225 and 

25fps the embedded process occur. 

 

 
Fig 4: Original video frame 

 

 

 
Fig 5: Watermarked video frame 
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TABLE I 

Different size of the message with single video 
 

 

 
                     Fig 6: Secret message 

 

In this above result, the original video is 
loaded into 225 frames. 225 frames are converted to 

grayscale frames. Then the secret message also 

converted to binary values, that grayscale image and 

binary values are watermarked. The above result 

shows the a) original RGB color a single video 

frame. b) Is the single video frame watermarked. 

Then c) describes about the secret message 

watermarked into the original video frame. 

 

The 4.1 table shows the result of different 

size of the original video with 2.05 MB and the total 
frames of the video is 225. The PSNR and MSE 

values differ depending on the size of the picture. 

And also the elapsed time is evaluated in seconds for 

loading, embedding and extracting frames.  

 

The 4.2 table mention the different sizes of 

the videos embed and extracted the 3.73 KB size of 

secret(hidden) messages. Here also find the PSNR 

value is 147.7584  for each video and MSE value is 

0.0249 for each video frame. The original video size 

is differed and the frame size also differs for each 

video. The above results shows the elapsed timings 
for loaded, embedded and extracted message that is 

depending on the size of the shape and the size of the 

hidden message. 

 

TABLE II  

Different videos with 3.73 KB size of the messages 

 

 

V. CONCLUSION 

The manuscript have projected a video 
watermarking mechanism in the field of wavelet. A 

mark on water is implanted into the coefficients. Here 

the MPEG video is rented in the watermarking 

process. Experimental outcome indicate the system is 

hardly noticeable. We embedded the mechanism to 

exhibit in the LL sub band of frames on low-pass that 

means approximation coefficients can give more 

serious public presentations. We suggest a new 

mechanism for a fragile digital watermarking video 

that embedded an normal image into digital video by 

converting the system structure of video to two-level 
DWT decomposition. Also examined the different 

size of the televisions with different size of the 

hidden messages. When the size of the secret 

message is reduced, Mean square Error value is 

reduced and PSNR value is increased. If we want the 

best outcome we should prefer the minimum size of 

the hidden message. Further, in future work, will be 

processing the attacks and robustness on common 

video. 
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