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**ABSTRACT** - The Ad-Hoc networks comprise wireless hosts which can be mobile. Automatically, it doesn’t be used any prefabricate structure in these networks. It resources that there is no substructure such as central station, router, switch and/or any supplementary things which are used in network structure. At present are only numerous wireless nodes which attach non-neighbor nodes using contiguous nodes. Security in Ad-Hoc networks is of high meticulous significance. As there are not only a lot of troubles in wired networks but also sanctuary problems such as easy listen and change the in sequence being transferred, the opportunity of identity theft, lack of contribution and/or destroying routing operations, incapacity to use encrypted key distribution infrastructures and so on are accessible problems. One of the major security problems is as long as a secure routing protocol in these networks. In current years, it has been done substantial effort to provide a secure routing protocol in these networks. So, we in this paper, will converse about routing protocols which have outstanding effect on Ad-Hoc networks security to distinguish security problems in routing Ad-Hoc networks using diverse kinds of routing protocols such as Flooding, DSR, AODV, ARAN, Ariadne, SAODV and SEAD and conclude the best routing protocol in security of case protocol.


I. INTRODUCTION

Rapid development in wireless networks has significant growth in recent years. Wireless networks contain numerous nodes which communicate with one another on more than a wireless channel. A few of these wireless networks are Ad-Hoc, wireless sensor network, cellular networks and satellite networks. Ad-Hoc networks have different applications due to inability to use prefabricate infrastructure. They are easy to begin and use but finally are uninvolved. It can be noted to delicate applications such as association to PC computers, notebooks to each other, popular applications such as vehicles and taxis, military applications such as army and war ships connections and urgent situation applications such as reprieve and rescue operations. As participate nodes in network are dependable to perform routing, the routing security represent more attention than the others. It means that casing security to convey data or intended pack in a route is a complex task. Ad-hoc networks have been measured important in recent years and the users tend to use a protected surroundings to transport data. It is necessary to provide a secure routing protocol to transport data in Ad-Hoc networks. Appropriate to the especial features of Ad-Hoc networks, providing a secure protocol face with numerous security challenges. As it is said, Ad-Hoc networks consist of numerous wireless nodes which make relationship and communicate with each other.

In Ad-Hoc networks, the mobility of nodes can change the route connecting two nodes. This leads to the network difference from other wireless ones. Due to the all offered problems, Ad-Hoc networks have been used because of their easy implementation and independency from prefabricate structures in most cases. One of the major issues which introduce in each type of network is to route and discover optimal ones from source to target. Steering in wired and wireless networks involved infrastructures in which access points are constant is an imperative and tricky problem and require special solutions and strategies. Solving these issues in Ad-Hoc networks in which the nodes aren’t constant and
always modify is really complex and needs more arrangements. As there is no constant topology in these networks and the nodes planning can be always changed. In Ad-Hoc networks, these are nodes which do the routing process but it is probable security problems occur in nodes routing process such as internal and external attacks. To eradicate these problems, the experts have been introduced secure routing protocols.

II. AD-HOC NETWORKS

Ad-Hoc networks, a wireless local area network is so called peer-to-peer network. As it is said, no prefabricate communications is used such as central stations, routers and so on except there are some nodes which attach non-neighbor nodes using adjacent nodes. In these networks, data is exchanged via wireless network card and mobile hardware such as pocket PC or cell phone which enters to the sheltered domain of this network and connects to the comparable equipment's. They don’t connect to the wired network situation so they are called Independent Basic Service Set (IBSS). Figure 1 indicates the configuration of Ad-Hoc network.

![Fig 1. A Sample of ad-hoc networks structure](image)

In Figure 1, the small circles indicate wireless nodes. Each big circle represents the useful range of a node. It revenue that any other node which positioned in this range can receive the delivered data of this node and classify them from ecological noises. To abridge the task, it is indicate using a similar graph. The graphs edges mean that two summit of graph are in distances in which can receive each other messages. In fact, in graphic demonstration, the nodes which are placed in useful range of a node can connect it by an edge.

2.1. The General Features of Ad-Hoc Networks

- Mobility
- Multi-Hoping
- Self-Organization
- Energy Storing
- Scalability
- Unmanned Autonomous Vehicle

III. SECURITY PROBLEMS OF ROUTING AD-HOC NETWORKS

In Ad-hoc networks not only there are safety problems of routing data but also other troubles such as recognizing abuse and pressure. In this paper, protection problems of Ad-Hoc networks are reviewed to get familiar with these problems and secure routing protocols are also analyzed. Attacks against Ad-hoc networks can be confidential from numerous viewpoints. In first viewpoint, organization can be as internal and external attacks. Domestic attacks are those which is performed by sanctioned nodes within the network and often complicated to prevent them. External attacks are those which are done by one or more attacks outside the network and often security measures are applied to thwart them. The other classification viewpoint depends on active or passive nature of attack. Passive or inactive attacks are individuals in which aggressor listens to the passing data but in active attacks invader changes the data in its favor. The next arrangement is invaded from network layers. It revenue that it can achieve on physical layers, MAC, of network. Security problems of Ad-Hoc routing networks are separated in three main groups of change, identity theft and falsifying. Of course, there are other types of attacks which resulted in deterrence attacks of service such as refusing to contribute in routing operation or disconnection.
in which it is accessible in all routing protocols and the only way to avert it is to use hostile node. In this paper, we commence to review attacks which located in subcategories of these three groups.

3.1 Wormhole Attack
One of the most significant attacks of Ad-Hoc networks is wormhole attack. In this attack, two intimidating nodes create a short connection in network topology. In renowned attack the routing request from a node reaches to one of the hostile nodes. At this point, this hostile node delivers the request throughout a private network for the second node. If these two nodes don’t adjust the hop counter of route request, a great deal of the route will be gone through this private network without growing the amount of hop. So, it is achievable that only two hops reach to the objective rather ten of them. In this case, this route is definitely selected as the shortest one. An additional way to avoid wormhole attack is to use put together additive. The package preservative separated in two parts of time and place additive.

In time preservative, this technique based on precise harmonization of two source and target nodes and also using time seal in packages. So, by declining the amount of time seal as the package received, it is estimated the time interval in which the package was in the route. In this way, it is disallowed from the number of hops in which time is more than logical time period. It means that due to the time interval in which the package is in the way and liberation rate of package in media, it can be probable that how many hops can be passed through packages. So, it can be prohibited from wormhole attack. In place preservative, this technique is based on place data. The target node can determine estimated distance of source node to itself due to the limited rate of nodes and so it prevents from difficult routes.

IV. SECURE ROUTING PROTOCOLS TO TRANSPORT DATA
To generate a secure route to transport data, a proper routing protocol in Ad-Hoc networks must produce a route correctly and maintain it. It means that it doesn't let the aggressive nodes avert correct building and maintaining of the route. In common, if, in a protocol, the points such as routing signals don’t counterfeit, the manipulated signals can't be injected in to the network, routing messages don’t change throughout transporting except protocol routines, routing loops don't create throughout aggressive activities, the shortest routes don't change by hostile nodes and so on are measured, it can be called a secure protocol. To examine these points, we begin to review numerous protocols as far as possible.

4.1 Flooding
The simplest way to resolve the routing problem in Ad-Hoc networks is to convey data throughout flooding. This technique is as the data sender sends them to all neighbors’ nodes. Every node which receives a data package also sends these data to its neighbors. To avert sending a package by a node for more than once, it is used an uninterrupted number for each package. So, each receiver controls the package uninterrupted number and it is non-repetitive, sends it to all neighbors. By means of this method, the data will positively reach to the target. Conversely, after reaching to the target, flooding process will be continual to end the receiving process. As it is clear, the main advantage of this method is the capability of accomplishment and then the declaration from reaching package to the target. But, the main problem of this method is that data packages are occasionally involves high volume and as it is explained, data may go through routes devoid of necessity. For example, a node is proposed to send data to the neighbor node. Now, if Flooding method is used, this package will issue in the all network. Though, if we know about
nodes' neighbors, we can decrease data carrying a lot. The increasing rate of network load causes that Flooding method doesn't be used to transport data. But, this process has been widely used in exchanging scheming signals due to the small size of these signals. The controlling packages are those used to acquire the route and send the data.

4.2 DSR (Dynamic Source Routing)
In this protocol, the source node produces a package called RREQ in which it is resolute source and target node. It sends these packages throughout flooding. By receiving a RREQ package of each node, if it doesn't know about intention route, then, it add its name to the package list and transmit it. So, as the package reach to the goal, a package includes data of route nodes and its preparations will be available for the target node. The target node creates RREP and returns it back via accessible list in RREQ package header. The central nodes know the target and do it according to the available list. So, the package traverses the route inversely to attain the source node. Even though, it is a good method and definitely applicable but increases the network load and uses high band width which resulted in transporting large headers in the network. Mounting rate of header volumes resulted in increasing distance among source and target nodes. This volume augment is due to the name of network center elements name in the package header. Then, data sender can put the target route in the sent data header to inform focus the nodes through this route that to whom they send the package. When a node can't deliver data package to the next one, it produces a package called RERR (Route Error) and precedes it back to the route. So, RERR receiving nodes acknowledge about these two nodes disconnection and routing operation will be happening again.

4.3 AODV (Advanced On-demand Distance Vector)
In contrast to DSR protocol, this protocol doesn't put the direction in the package header. But, every node controls it while getting PREQ according to tables it had before. If the route has the ultimate node it its table, RREP will be sent. Otherwise, it broadcasts RREQ message. Positively, RREPs can be returned back to RREQ. It is used uninterrupted number in RREQ messages that a middle node gets inform whether the route is a new one. So, if the number of RREQ consecutive is smaller than route successive number, RREP message will be sent by middle node.

4.4. ARAN (Authenticated Routing for Ad-Hoc Networks)
It is based on encryption with common key and also using credential. To provide routing security, ARAN protocol uses encrypted certificates. These certificates have been used as a division of single hop 802.11 networks. ARAN protocol includes a process of issuing introductory record which follows by a route variety process and guarantees the end-to-end legitimacy. This protocol seems simple in compared to the others. Discovery route in ARAN is done by a message of issued route finding from a source node which reply to the unicast state of objective node as the routing messages are authentic both along source to target route in each hop and contrary route from target to source. ARAN protocol is required to use T secure certificate issuing server in which its general key have been known for all authenticated nodes. The keys are primarily built and exchanged during the relationship among T and each node. Prior to incoming Ad-hoc network; each node must request a certificate from T. After that each node authenticates its authenticity for T securely, it only receives a certificate. The methods required to authenticate secure authenticity to documentation issuing server is handled by developers.
V. CONCLUSIONS AND FUTURE WORKS

As it is discussed, a protected route to transport data or in sequence files in Ad-Hoc networks devoid of any problem is the main call for of users. So, several protocols are created in this feature to meet the security desires. In addition, in this paper, we try to discuss about security problems in steering data to reveal the problems. Due to these problems, the main security issues are discussed and reviewed and recognize that there is strategies to answer for each protocols. The potential works will be targeted to solve the problems by protocol amalgamation in order to transport data with more security.
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